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ABSTRAK 

 

Peneliti/Penulis : Muhamad Samsul Ulum 

Judul : PENERAPAN OpenSSL UNTUK AUTENTIKASI AKSES JARINGAN 

   INTERNET DENGAN MENGGUNAKAN PRIVATE AND PUBLIC KEY               

   DI PT KAISAR MOTORINDO INDUSTRI 

Tahun : 2019 

Jumlah halaman : 55 

 

Dengan berkembang begitu pesat nya teknologi dalam kehidupan di era global ini salah 
satunya penggunaan internet maka dari hal itu kemudahan akses informasi dengan 
menggunakan internet dengan sangat mudah diakses oleh individu maupun dari sebuah 
oraganisasi,pengetahuan SDM tentang keamanan data pada jaringan internet yang masih 
rendah menjadikan salah satu faktor pemberian password autentiasi kepada pihak yang 
tidak berwenang sehingga menimbulkan resiko kebocoran maupun kehilangan data oleh 
orang yang tidak bertanggung jawab. Keamanan dalam penggunaan akses internet 
pengguna biasanya menyimpan ataupun mengirim imformasi internal yang mempunyai 
resiko tersendiri karena internet terbuka untuk umum secara bebas maka di perlukan 
Private And Public Key sebagai keamanan penggunaan autentikasi akses jaringan 
internet. Private And Public Key dari segi enkripsi memiliki sekuritas. Dengan diterapkan 
Private and public Key dapat memberikan suatu kenyamanan pengguna terhadap 
keamanan jaringan internet dikarenakan hanya pengguna yang mempunyai public key dan 
telah instal file private key atau sertificat digital lah yang bisa akses jaringan internet. 
Berdasarkan analisis data dari hasil penyebaran kuesioner yang ada di PT Kaisar 
Motorindo Industri, penerapan metode private and public key untuk kebutuhan autentikasi 
akses jaringan internet kepada pengguna jaringan internet sudah dapat berfungsi dengan 
baik dan mendapatkan nilai kelayakan sebesar 98% dengan interpretasi sangat layak,dan 
kepada ahli jaringan mendapatkan titik kesesuaian adalah 100% sehingga dapat dikatakan 
sudah sesuai. 
 

Kata kunci : Internet, Authentikasi, Private and Public key, Internet 
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