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ABSTRAK

Judul : Penerapan Algoritma Rivest Shamir Adleman Pada IPSec

(Internet Protocol Security) untuk Router dalam Perluasan

Jaringan
Peneliti/Penulis : Mochamad Rizki Rivai, NPM : 15160020
Jumlah : X1/53

Perkembangan dunia internet sangat pesat diiringi dengan peningkatan kebutuhan
layanan yang cepat dan efisien. Kebutuhan perluasan jaringan pada perusahaan semakin
tinggi. Perluasan jaringan tersebut harus menggunakan keamanan dalam perluasan
jaringan agar tidak terjadi pembobolan pengambilan data. Berbagai solusi ditawarkan
untuk membentuk keamanan perluasan jaringan menggunakan system enkripsi dari
algoritma RSA. Algoritma RSA adalah algoritma yang sangat maju dalam bidang kriptografi
kunci public (kriptografi public key) yang sangat popular dan masih digunakan sampai saat
ini. Pada penelitian ini penulis dapat menghasilkan keamanan perluasan jaringan dengan
melalui proses Enkripsi dan Dekripsi yang menggunakan kunci/password agar informasi
yang terdapat tetap terjaga kerahasiaannya. Pada penelitian ini dilakukan uji kelayakan,
dengan nilai kelayakan sebesar 100%, dan juga sudah dilakukan dengan hasil 1 yang
diartikan baik. Hal ini menunjukan bahwa penerapan Algoritma RSA dianggap sudah tepat
untuk router dalam perluasan jaringan.

Kata Kunci: Jaringan, IPSec, Router, Enkripsi, Dekripsi, Algoritma RSA
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