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ABSTRAK 

Peniliti/Penulis : Muhamad Ramdani, NPM : 15160045 

Judul  : Penerapan Metode Demilitarized Zone (DMZ) untuk  Keamanan 

Jaringan Komputer pada Pelaksanaan Ujian Akhir Semester di SMK 

Bina informatika Bogor 

Tahun  : 2020 

 

Keahlian dan rusaknya kemanan jaringan komputer sering terjadi permasalahan server 

lokal disetiap personal, perusahaan, sekolah, dan instansi lainnya. Salah satunya di SMK 

Bina Informatika Kota Bogor. Berdasarkan data yang diperoleh tidak adanya keamanan 

jaringan pada server yang mudah untuk diseludup data penting pada server yang 

sifatnya rahasia sekolah. Pada penilitian ini dibuat sebuah sistem keamanan jaringan 

pada server yang dapat melindungi server dari hacker tidak bertanggung jawab yang 

mencoba menyeludup server dengan menggunakan metode Demiliterized Zone. Didalam 

Demiliterized zone ini terdapat dinding kemanan jaringan berupa firewall sehingga 

melindungi server dan memisahkan layanan server untuk tetap bisa diakses oleh orang 

lain namun data server tetap terlindungi dari hacker. Sistem kemanan jaringan pada 

server ini sudah melalui proses uji kelayakan dengan hasil kelayakan sebesar 100% 

yang berarti sangat layak untuk digunakan. 

 

Kata Kunci : Demilitarized Zone, Sistem Keamanan Jaringan, Server, Hacker 
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